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Introduction  
 
The Information Commissioner’s Office (ICO) revised its code 
of practice for the Data Protection Act 2018 (DPA ACT) 
covering the use of CCTV. The Data Protection Act controls 
how your personal information is used by organisations, 
businesses or the government. Everyone responsible for using 
personal data including CWP has to follow strict rules called 
‘data protection principles’. These principles make sure that all 
information is managed lawfully, fairly and transparently.  
 
All Surveillance Systems / CCTV used by CWP must comply 
with the Data Protection Act and the Surveillance (CCTV) 
Code of Practice (2013). See CWP GR46 policy for further 
guidance. Under the DPA everyone has the right to find out 
what information CWP store about you. 
 

CWP has installed CCTV systems across some of its health 
care sites and also within some inpatient areas. These 
systems are not constantly monitored and are intended to be 
used for the following purpose: 
 
a) To help make all health premises safer for those people 

who visit, work and live in the hospital  
b) The detection, deterrent and prevention of crime 
c) To assist in any internal or external investigation process 
d) To support learning from incidents and CWP Zero Harm 

strategy 
 

Key points 
 

- CCTV systems will not be used for any other purpose 
other than that registered with the ICO 

- All sensitive information is legally protected 
- Images will not be retained for longer than necessary 

and will be removed or erased after this period has 
expired 

- Any request for access to CCTV images may be made, 
please see CWP GR46 policy for further guidance 

 

 

CCTV images will not be disclosed to third parties unless the 
provisions of section 29(3) of the Date Protection Act are met.  
Such circumstances may include: 
 
- The investigation of crime; 

 
- The apprehension or prosecution of offenders; 
 
- Where the disclosure is required by or under any 

enactment; 
 

- By rule of law or by order of the court; 
 

- In connection with legal proceedings (including prospective 
legal proceedings); 

  
- Is otherwise necessary for the purposes of establishing, 

exercising or defending legal rights 

The accepted British Standard has 12 guiding 
recommendations for the operation and management of CCTV 
within health provider sites and are contained within the 
following document; BS7958 – Closed Circuit Television 
(CCTV), Management and operation code of Practice: 

Download a copy from http://shop.bsigroup.com/Browse-By-
Subject/Security/ElectronicSecurity-Systems/cctvstandards/ 

It is important to us that all CWP service users have 
access to the correct information, if you any further 
information please contact the Surveillance Camera 
Commissioner: 2 Marsham Street, 1st Floor, Peel, London 
UK, SW1P 4DF  

Email: scc@sccommissioner.gsi.gov.uk   
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